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A NOTE FROM THE PUBLISHER 

october 
suRprise 

WAR? 
I’m Alex Jones. I’m a syndicated radio and television host. My websites are 

Infowars.com and PrisonPlanet.com. We reach tens of millions of people a week. 
I’m glad that you found us. 

You’re reading the headline October Surprise: World War? and maybe you’re 
wondering what that means.  I will get to that in a moment. 

First off, I’d like to point out that the main subject we cover in this issue of the 
magazine is admitted fact and is all the rage within the scientific intelligentsia. 
The global elite long ago made the decision that human life is cheap. Now they 
believe it is toxic and are determined to reduce world population by at least 80 
percent. Evidence of this is covered in the articles contained in this issue. 

Infowars is not against technology, but is against its misuse to oppress and 
control humanity. In fact, the Infowars operation has reached hundreds of 
millions of people because of the Internet Revolution, of which we are at the 
center. But despite our command of technology, we can’t escape the fact the 
technocratic engineers have designed backdoors into every form of technology 
to surveil, track and dominate us. GPS tracking smart phones, cloud computing, 
RFID technology, black boxes in cars, smart meters installed on our homes and 
many other aspects of technology are being put in place to spy on and control 
our movements and behaviors. 

As a free human, it is imperative that you digest the information in this mag-
azine. Research the material and double-check what we say and the claims we 
make. You will discover that we are not only telling the truth, but the situation 
we face as a species is worse than what we describe on the pages. The reality and 
scope of what the ruling and elite have in mind for us is nothing short colossal 
in its total wickedness. They are a tiny super class who see themselves as a sep-
arate species setting up a new class system completely segregated and insulated 
from the general population under the cover of national security. They enjoy 
advanced technology and life extension. They are using the current structure of 
human industrialization to build the next level of civilization, a new phase that 
will be denied to the rest of humanity. 

For a moment let us turn to the headline,  “October Surprise: World War?”
A wide spectrum of historians and geopolitical experts have warned that a 

global conflagration is looming. Many predict that engineered conflicts using 
al-Qaeda and jihadi fanatics to destabilize the Middle East by toppling Libya 
and Syria in proxy wars—and eventually attacking Iran—could easily lead to 
a larger, and far more deadly, world war—a war that will kill millions, possibly 
billions, and make large areas of the earth uninhabitable for centuries. 

The headlines are filled with top Chinese generals making preparations for war 
with the United States and Japan. At the same time, we see a domestic military 

and police state build-up in the United States and Europe, an infrastructure of 
tyranny massing against the people. In the United States, the “government” has 
purchased 1.6 billion bullets and is stockpiling weapons, including wheeled and 
heavy treaded tanks, while conducting domestic military exercises to acclimate 
the public at a fevered pace. 

Our once proud and sovereign nation has been hijacked by the mega-banks 
who are openly and arrogantly bragging that we are their vassals, documented 
in our last issue. We are seeing eerily similar parallels to the build up to war that 
we witnessed pre-World War I and World War II; the western elite know how 
to get the people behind them through propaganda and coercion. The control-
lers know that once they have committed us to war, the masses will shift into 
mob-psychology, rallying around the flag and giving up their liberties in the 
name of fighting an outside threat. It is relatively easy to commit us to disastrous 
wars, as Hitler’s henchman Hermann Goring knew, by creating and magnify-
ing threats. The military-industrial complex is conditioning the public for the 
possibility of using this tactic during an October surprise to swing the voters in 
whichever way the establishment chooses. It is a historical fact that governments 
stage crises and perpetuate false flag events in order to start conflicts and wars. 

In 17 years of exhaustive research, I have discovered that reality is truly 
stranger than fiction. When we don’t stand up against corruption it spirals out 
of control and the darkness we find deep in the hearts of man is able to possess 
the machinery of government and mega-corporations and hundreds of millions 
invariably die. Government killed more than 260 million souls in the last cen-
tury through democide. Now they’re gearing up to kill billions in this century. 

This is an emergency transmission. Ignore the information here at your own 
peril. If you decide you are powerless and this isn’t important and we’re just 
conspiracy theorists then, to quote Patrick Henry, “May your chains rest lightly 
upon you and may posterity forget that you were our countrymen.” But if you 
believe and know in your heart, as I do, that humanity will transcend our cur-
rent condition, please use the data provided here to warn others.

Sincerely,
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First off, I would like to applaud you guys for being the 
only news source that produces a non-biased viewpoint on 
America’s current state of affairs. On to the reason I am writ-
ing. What’s the point in voting on the presidential election 
when both Romney and Obama basically “bat for the same 
team”? I was always told in school that you could just write 
in a name as well, but I have never seen that option on actual 
ballots. Also what is the percentage of people who actually 
vote? It’s really easy to be apathetic about voting when there’s 
so much crooked stuff going on behind the scenes. Thanks 
for your time and keep spreading the good word. I’m really 
stoked you guys are printing news and not just taking to the 
Internet. Thanks again.
 
Jason Grevas

I want to be the first to congratulate you on your inaugural 
print publication. When I stumbled upon your radio program 
and website, I became hooked. The information I got from 
you is so right on, it’s scary. Especially considering 70-80 
members of Congress in both parties have been identified as 
Communists in sheep’s clothing.  Even scarier still, that our 
current President is a member of the political arm of Acorn, 
known as New Party. A socialist leaning political party that 
he sought the endorsement of when he ran for the Illinois 
State senate. Anyway, keep up the good work and I look for-
ward to read you in print as well as online and hearing  the 
radio program every chance I get.

D. Kevin “Prince of Thrift” Surbaugh

Just finished reading my digital copy of the premiere issue 
of Infowars   Magazine, and just wanted to pass along my 
compliments for such an exceptional product your team has 
put together. The magazine is competent and professional, 
the content is engaging and easy to read, and the  artwork/
layout is simply outstanding and is more appealing to the 
eye than   any “mainstream” periodicals on the market 
today. I especially enjoyed the articles from Gerald Celente 
and Porter  Stansbury--their elegant writing styles lend an 
insightful view to current   events and provide a valuable 
human perspective. I feel it’s important,   especially with a 
print product, to lend more weight to refined “feature-style” 
articles than the cold “just the facts” style of  writing that’s 
more appropriate for daily journalism. Congrats on a job well 
done! I’ll be looking forward to the next issue.

Wade Dupree

 

Don’t quite know where to begin in saying thank you to all of 
you at Infowars.com, Prison Planet TV. I’ve been awakened 
from the global machine for well over the last 15 years of 
my life and when you self awaken to see the lies and the non 
truth being fronted to us by mainstream media as well as 
our own governments it can be scary. I have been afraid for 
the longest time up until I found that i was not the only one 
awake and well for lack of better terms the broken cog in the 
global machine. Alex and to the team your passion has done 
more for me in the past year that i have been watching and 
listening to you all faithfully.

Seth

LETTERS TO THE EDITOR

We would like to invite you to 

send your questions, comments and 

concerns to letters@infowars.com. 
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The Fourth Amendment to the United States 
Constitution guarantees our right to privacy. It 
reads, in part, that we have the right to be “secure 
in [our] persons, houses, papers, and effects, 

against unreasonable searches and seizures.” Courts have 
long said that this provision is a guarantee to a right to 
privacy from government intrusion in our daily lives. 
Unfortunately, that guarantee is in serious jeopardy and 
at risk of becoming meaningless words on an outdated 
document. Are you willing to silently let that happen?

When courts look at whether the government has the 
right to snoop into our lives, they evaluate the intrusion 
by first looking at whether we have a “reasonable expec-
tation of privacy” in the area where the government is 
looking. The U.S. Supreme Court said in Katz v. United 
States that, “what [a private citizen] seeks to preserve as 
private, even in an area accessible to the public, may be 
constitutionally protected.” But, held that we are not free 
from the government’s prying eyes when we knowingly 
expose our words or actions to the public. The basic rule 
is that if the public can see what you are doing, so can 
“the State.” The government, by court doctrine, is free 
to do the same as any ordinary citizen—watch what you 
do in the open and take action based on what they see. 

But, with the advent of new technologies, what 

is “open” is increasingly uncertain.  As a kid, I was 
awestruck watching the eavesdropping abilities of 
aliens in science fiction movies and on television. The 
snooping techniques from those shows have now been 
eclipsed by the research and developments of today, 
and most of these developments are made by the mil-
itary and defense firms that supply their goods to the 
government not to the people.

The Iraq and Afghanistan wars have brought us drone 
and computer monitoring capabilities unthinkable when 
these “open air” court doctrines were first announced. 
Today’s drones are capable of taking pictures from thou-
sands of feet in the air with such clarity that you can iden-
tify the brand of cigarettes in a person’s hand. Combine 
that with the FBI’s advanced facial recognition software 
called Next Generation Identification, and you have the 
makings of a scary future.

To understand how all of these systems and pro-
grams work it is important to define a “mashup.” A 
mashup is simply the rapid combining of data from 
multiple sources into a single file or presentation doc-
ument of some kind. Essentially, a mashup pulls all the 
information it can from whatever source possible and 
tries to make sense of it all. In February 2012, the FBI 
began asking programmers to create a program using 
mashup technologies in order to “mine and monitor” 
social media pages. This technique requires intrusion 

into your social media pages without your knowledge 
or actual consent. That is why it is so important to 
monitor everything you put on your social media 
locations and to read the fine print in agreements you 
make with the various companies that you use to play 
in the social media arena.

The State Department did the same thing in June 
2012, only to withdraw the solicitation for bids when 
bloggers and reporters began asking why the State 
Department was attempting to collect data on U.S. 
citizens. Every citizen needs to make the politicians in 
Washington aware that we are watching them as well. 
If we remain silent we can be assured of overreaching 
by the government into every private area of our lives.

GOVERNMENT DATA COLLECTION
The federal, state and local governments are gath-

ering data on each of us at a faster pace than ever 
before. License plate scanners positioned on police 
cars register the license plate number of every vehicle 
in a given location at a given time.  Police cars patrol 
parking lots while their gadgets snatch up information 
of every car parked in those lots. Then computers start 
running search programs on every person and address 
connected to those license plates, respectively. A simple 
arrest can put you on the police watch list for eternity.

Public cameras, the location of which are being withheld 
by some local police departments, record every person 

by Jamie balagia - the criminal defense 
attorney better known as the Dude

Big brother 
is definitely 
watching us all
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that passes through their 
field of view. Facial recog-
nition software is being 
used to identify who you 
are, where you are, where 
you have been in the past 
and to predict where you 
may go in the future. The 
FBI, Homeland Security 
and State Department are 
said to be keeping such 
databases for our protection 
from terrorists.

Proponents of these 
technologies argue that citizens not 
breaking the law have nothing to fear, 
which completely misses the point of 
a limited government. They also fail 
to understand the history of govern-
ments that seemingly collect data 
on its citizens unnecessarily. Hitler’s 
network of citizen informers pro-
vided powerful intelligence against 
their neighbors who disagreed with 
the Nazi tactics and agenda. Many 
of those dissenters suffered the same 
fate as the Jewish people living under 
Hitler’s rule. In a technological world, 
if you can tell where someone has 
been and predict where he is going, 
you can make an educated guess as 
to what his activities are, and begin 
to limit his freedom of movement, 
freedom of association and freedom 
of speech. Any limit on one of your 
rights is a danger to all of our rights. 
If there is nothing to fear then why 
are they monitoring us?

The government’s data collection 
through technology is leading to the 
elimination of reasonable suspicion 
and probable cause. The police will 
soon be able to claim that through 
the mashing of data they suspect you 
are involved in criminal activity to 
stop and detain you for questioning, 
during which time they will gather 
more data to use against you. How 
many passengers were in your vehi-
cle? What were their names? Did any 
of them have criminal records? Are 
any of them of probation or parole? 
Can any of them provide information 
about you in order to avoid a revo-
cation of their probation? Each bit 
of data they collect will add to their 
profile of who they think you are.

Our system of government was set up 
as a limitation to government actions. 
Our founders feared a government 
that was unlimited in the scope of 
their authority. Having just shaken the 
binds of a government that imposed 

laws at their pleasure, 
our founders sought to 
make sure our govern-
ment was restricted in 
when, where and how 
they could interfere in 
the lives of American 
citizens. In order to 
establish this new form 
of government, our 
founders drafted the 
Constitution that gave 
the government only 
limited privileges to 

interfere in our lives.
Our Constitution—unlike those that 

came before it—did not tell citizens 
what we could do, but told the govern-
ment what they could and couldn’t do; 
and, it said that if we did not tell the 
government they could do something 
in that founding document, then they 
did not have the power or authority to 
do it at all. Our Constitution limits the 
scope and power of our government. 

As technology increases, we have the 
choice of reminding our leaders of their 
limitations or succumbing to their view 
of a nation of people living under shadow 
rights—rights that we profess, but do not 
possess. The old rule of “if it happens 
in the open the government can record 
and use it” needs to be rethought in light 
of new technologies. Just because the 
government can do something does not 
mean we should let them.

And by the way, the government 
knows that you are reading this arti-
cle and other articles like it. That 
might mean that you are a danger to 
the programs that are in effect and 
are currently being developed. People 
like you have to be watched, profiled 
and predicted to keep our nation safe. 
Think about it!

Any limit on 
one of your 
rights is a 
danger to all 
of our rights. 
If there is 
nothing to 
fear then 
why are they 
monitoring us? 

Jamie Balagia has been in the criminal justice system for over 
31 years and has a true passion for defending people’s legal 
rights. He has won so-called “unwinnable” cases, testified 
as an expert witness in ALR hearings and in the Travis County 
District Court on a Felony DWI case. More information can be 
found at www.dwidude.com



App Brings Facial Recognition to 
New Levels of Creepiness

WRITTEN BY Adan Salazar



“Check in with your face” is the motto a U.S. 
marketing company is using to “preface” 
its new face scan deal-linking technology. 

Redpepper Laboratories, out of 
Nashville, Tennessee, has developed a device they 
say will save you money, however, their methods are 
much more intrusive than your standard grocery store 
coupon.

The process starts when a Facedeals camera, mounted 
at a venue’s front door, scans and matches your face’s 
likeness to your Facebook profile, generating customized 
deals for your area according to your “likes.”

“The Facedeals app must be authorized via your 
Facebook account,” explained Redpepper. “With your 
help, the app verifies your most recent photo tags, 
using those to map the physical appearance of your 
face. Our custom-developed cameras then simply use 
this existing data to identify you in the real world. 
Personalized deals can now be delivered to your smart 
phone from all participating locations—all you have to 
do is show your face.” 

Although Redpepper is not affiliated with Facebook, 
facial recognition is nothing new to the popular 
social networking site. In June 2011, Facebook began 
receiving flak for not telling users they had begun 
implementing the “tag suggestions” system, a system 
that recognized people in uploaded photos via face 
recognition technology. 

Facedeals’ new brand of advertising is reminiscent of 
the intrusive adverts witnessed in the film adaptation 

of Philip K. Dick’s “Minority Report.” In the movie, 
an entire population shuffles throughout shopping 
centers while hundreds of mounted cameras use eye 
retina or iris scan technology to deliver customized 
advertisements, often even calling to shoppers 
individually by name.

Recently, advertising trends are moving 
toward ad customization and amalgamation of 
biometric technologies. 

In August 2010, IBM announced that it would begin 
using RFID chip technology, chips that are already 
implanted in driver’s licenses and credit cards, to target 
consumers via digital billboards. According to the 
London Telegraph, IBM claimed the technology would 
“prevent consumers from being subjected to a barrage 
of irritating advertising because they will only be shown 
adverts for products that are relevant to them.”

“By encoding these chips with information about the 
individual, digital advertising boards could identify 
a person as they pass by and show them an advert 
according to what is known about their shopping habits 
and personal preferences,” the Telegraph reports.

Brian Innes, a research scientist at IBM’s U.K. 
innovation laboratories, noted obvious similarities to 
the  “Minority Report” film: “In the film, the billboards 
rely on scanning the person’s eyeball, but we are using 
RFID technology that people are carrying around with 
them, so they can have a tailor made message.” 

In February 2012, we reported on high-definition 
face-scanning cameras installed at London bus stops 

that customize gender-specific ads by analyzing and 
gender-guessing according to “specific facial attributes 
of the jawline, cheekbones, nose and eyes.”

Tremendous strides to incorporate surveillance and 
face-scan technology are also being made by law 
enforcement agencies across the country. 

In August 2012, we reported on a deal between the 
city of New York and Microsoft to begin implementing 
the new “Domain Awareness System,” a super 
surveillance database using 3,000 CCTV cameras 
around the city to cross-check citizens in criminal and 
terrorist databases. Information gathered by cameras 
would link up to license plate readers, 911 calls and 
other NYPD records.

Although most will say the new Facedeals technology 
is harmless, the danger lies in the precedent it sets; 
a precedent that other ad agencies are sure to follow. 
Soon governments and businesses alike will know 
exactly where everyone is at all times, what crimes 
they have ever been accused of committing and what 
their consumer preferences are.

ADAN SALAZAR IS CURRENTLY ASSOCIATE EDITOR AT 
INFOWARS.COM AND IS AN AVID CIVIL RIGHTS AND DUE 

PROCESS ADVOCATE. THIS IS HIS FIRST ARTICLE WITH 
INFOWARS MAGAZINE.

App Brings Facial Recognition to 
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A recent Wikileaks data-dump starkly 
revealed how the government is accessing 
video from far-flung surveillance cameras 
in stores, casinos and other businesses 

around the country. Like something straight out of the 
movies “Enemy of the State” and “Minority Report,” 
the networked surveillance system uses sophisticated 
facial recognition software and advanced algorithms 
to identify people of interest captured by millions of 
ubiquitous spy cameras. 

The software, dubbed TrapWire, represents 
a significant breakthrough in state-of-the-art 
surveillance technology. It was developed by Abraxas 
Corp., a northern Virginia company staffed by the best 
and brightest in America’s intelligence community. 
Security researcher Justin Ferguson discovered the 
software after delving into a massive pile of emails 
hacked from Stratfor, a global intelligence company in 
Austin, Texas, variously described as either a shadow 
CIA or a punchline. 

According to Wired’s Noah Shachtman, Stratfor 
hyped what it considered to be “wet dream” technology 
and arranged temporary jobs in government to exploit 
TrapWire contracts. However, instead of profiting from 
the information, Stratfor provided “reconnaissance 
on the $25 billion world of intelligence-for-hire that’s 
ordinarily hidden from public view,” Sachtman writes.

Soon after Ferguson’s discovery, Wikileaks was hit 
by a large-scale distributed denial-of-service (DDoS) 
attack that left the site hobbled for weeks. The attack 
was attributed to a shadowy group called Anti Leaks 
that also took credit for crashing the Kremlin-funded 
news website Russia Today in response to its less 
than scathing coverage of Wikileaks founder and 

establishment gadfly Julian Assange. Following the 
Wikileaks attack, Anti Leaks’ tweets described Assange 
as “a new breed of terrorist,” a description that has 
prompted more than a few people to speculate on the 
true loyalties of the secretive organization. 

Although a trademark for the software was published 
in 2006 and its existence is hardly a secret, the media 
reacted with astonishment after Ferguson posted his 
discovery. “TrapWire would make something like 
disclosure of UFO contact or imminent failure of a 
major U.S. bank fairly boring news by comparison,” 
writes David Seaman of Business Insider. 

Details on TrapWire reveal that the government has 
possessed a high-tech surveillance grid since at least 
2006. In April, former NSA Technical Director William 
Binney said the agency has a dossier on virtually every 
American and is currently building a mega-spy center 
in Bluffdale, Utah, that “will contain near-bottomless 
databases to store all forms of communication collected 
by the agency, including private emails, cell phone 
calls, Google searches and other personal data.”

“The claims might seem overblown, but then the idea 
that the U.S. could have an international monitoring 
system seemed absurd until the discovery of the 

Echelon system, used by the U.S. to eavesdrop on 
electronic communications internationally,” notes 
Charles Arthur for The Guardian. 

Echelon software enables the NSA to intercept 
commercial satellite trunk communications, including 
telephone calls, fax, email and other data traffic. 
Completing an investigation of the NSA in 2000, the 
European Parliament confirmed the capabilities of 
Echelon. Following the Sept. 11, 2001, attacks, then 
President Bush issued an executive order authorizing 
the NSA to conduct telephone and data surveillance. 
Binney would later characterize massive and 
unprecedented spying by the super-secret agency as 
an effort to collect “data about virtually every U.S. 
citizen in the country.” 

Binney went on to say the government is 
“assembling that information, building communities 
that you have relationships with, and knowledge 
about you; what your activities are; what you’re 
doing. So the government is accumulating that kind 
of information about every individual person and it’s 
a very dangerous process.” 

TrapWire adds a new dimension to the surveillance 
process developed by Echelon. “Every few seconds, 
data picked up at surveillance points in major 
cities and landmarks across the United States are 
recorded digitally on the spot, then encrypted and 
instantaneously delivered to a fortified central 
database center at an undisclosed location to be 
aggregated with other intelligence,” Russia Today 
reported following Ferguson’s revelation. 

The software is now in place in major cities in the 
United States and abroad, RT insists, and is being used 
by law enforcement:

“The iWatch monitoring system adopted by the Los 
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Angeles Police Department works in conjunction with 
TrapWire, as does the District of Columbia and the “See 
Something, Say Something” program conducted by 
law enforcement in New 
York City, which had 500 
surveillance cameras linked 
to the system in 2010. Private 
properties including Las 
Vegas, Nev. casinos have 
subscribed to the system. 
The State of Texas reportedly 
spent half a million dollars 
with an additional annual 
licensing fee of $150,000 to 
employ TrapWire, and the 
Pentagon and other military 
facilities have allegedly 
signed on as well.”

In addition, reports 
generated by TrapWire are 
used by the Nationwide 
Suspicious Activity Reporting 
(SAR) Initiative, a government 
program designed to keep 
tabs on “suspicious people” 
in the United States. SAR 
is an “information sharing 
environment” designed after 
the attacks of Sept. 11, 2001. It 
is billed as an effort to improve 
communication between 
intelligence agencies, the 
federal government and state 
and local law enforcement. 
Following a two-year pilot 
program, the Department 
of Justice and Director of 
National Intelligence moved 
to link up local SAR programs 
with a national network and deploy it to intelligence fusion 
centers scattered around the country. 

A 2007 report released by the American Civil 
Liberties Union describes “rapidly developing multi-
jurisdictional intelligence centers designed to organize 
local domestic information collection activities into 
an integrated system that can distribute data both 
horizontally, across a network of fusion centers, and 
vertically, down to local law enforcement and up to the 
federal intelligence community.” 

Ostensibly designed to preempt al-Qaeda and other 
terror threats, fusion centers manned by personnel 
from the military and private-sector corporations are 
routinely used for “wholesale data collection and data 
manipulation processes that threaten privacy,” according 
to the ACLU. In addition to spying on non-violent Muslims, 
fusion centers have surveilled the antiwar movement, 
state militias, anti-abortion activists and the supporters 
of presidential candidate Ron Paul, politician Bob Barr, 
and the presidential nominee of the Constitution Party in 
2008, Chuck Baldwin. 

In November 2005, Abraxas founder and CEO, 
Richard “Hollis” Helms, a 30-year veteran of the 
CIA, told Entrepreneur Weekly that was at the times 

TrapWire “used across whole industries” and “can 
collect information about people and vehicles that is 
more accurate than facial recognition, draw patterns, 

and do threat assessments 
of areas that may be 
under observation from 
terrorists.” Helms said it 
was developed primarily for 
the detection of “pre-attack 
activities of the terrorist and 
enabling law enforcement 
to investigate and engage 
the terrorist long before an 
attack is executed.” 

A trademark paper 
describing the functionality 
of TrapWire claims the 
software can “absorb vast 
quantities of information 
quickly and efficiently” and 
its “rules engine identifies 
the patterns of terrorist 
pre-attack preparation.” 

According to Political 
Research Associates, the 
federal government is 
exploiting SAR – now taking 
data from TrapWire and 
other surveillance systems 
and initiatives – and is 
actively enlisting “police 
to report First Amendment 
protective activities, like 
photography, taking notes, 
making diagrams and 
“espousing extremist views” 
of the sort outlined in the 
Department of Homeland 
Security’s “right-wing 

extremist” documents leaked to the media in 2009.
Coupled with the NDAA and its indefinite detention 

provisions – the carte blanche ability of the government 
and military to kidnap and hold without charge or trial 
anyone it deems suspicious – TrapWire and the NSA 
surveillance network represent a nearly perfect tool for 
the high-tech modern Stasi state.

“So we have a widespread network of surveillance 
cameras across America monitoring us and reporting 
suspicious activity back to a centralized analysis 
center, mixed in with the ability to imprison people 
via military force on the basis of suspicious activity 
alone. I don’t see how that could possibly go wrong. 
Nope, not at all. We all know the government, 
and algorithmic computer programs, never make 
mistakes,” David Seaman muses.

KURT NIMMO IS THE EDITOR AT WWW.INFOWARS.COM 
AND  THE AUTHOR OF "ANOTHER  DAY IN THE EMPIRE: 

LIFE IN NEOCONSERVATIVE  AMERICA.".
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Hundreds of pages of documents released 
under the Freedom of Information Act 
reveal that the Department of Homeland 
Security monitored political opposition to 

the “See Something, Say Something” campaign, and 
tracked Infowars stories and user comments on a 
myriad of other issues while categorizing the website 
as “Right Wing Terrorism.”

Having initially requested copies of records, 
“regarding any political profiling documents that 
specify what groups are monitored under fusion centers 
all over the country and which kinds of people are 
profiled,” in August 2011 Brian D. Hill of USWGO.com 
finally received the documents after a year of back and 
forth communication with the agency, during which 
time he narrowed down his request to only the search 
results that included DHS discussion of a handful of 
websites, including Infowars.com.

The documents consist of email communication 
as well as intelligence within reports circulated 
between different offices within the Department of 
Homeland Security as well as the Office of Intelligence 
and Analysis (I&A). In most cases, the identities of 
individuals both sending and receiving the messages 
have been redacted.

Included in the FOIA results was a report dated Jan. 
24, 2011, marked “for official use only” and produced 
by the Amtrak Intelligence Team.  It was titled 
“Opposition to ‘See Something, Say Something.’”

The report notes that Infowars.com launched a 

campaign in opposition to the DHS program, which 
encourages citizens to report “suspicious activity” 
to the authorities, including via television screens at 
Walmart stores that play a message from DHS chief 
Janet Napolitano.

The document notes how Infowars “claims” the 
campaign was based on the “V for Victory” symbol 
of French resistance to Nazi occupation in WWII 
and implies that motivations behind the campaign 
also include the movie “V For Vendetta”and as 
well as an incident in 2006 where Clay Duke 
spray painted a ‘V’ on the wall during a school 
board meeting in Panama City, Florida before 
shooting at board members.

“Some people may associate the film, in which a 
modern-day Guy Fawkes attacks a totalitarian regime in 
England, with Jones’ campaign,” asserts the document.

The report contains screenshots of posters used in 
the campaign, alongside the text, “Alex Jones is calling 
on people to place campaign posters in public places 
to counter a perceived “police state.” Supporters also 
might write the letter “V” on public property as a 
protest effort.”

The report makes it clear that the growth and success 
of the campaign was monitored by federal authorities.

“Jones’ Facebook page offers 58 ‘V for Victory’ 
posters that people can print, and as of 24 January, 
1,840 people ‘liked’ his ‘V for Victory’ Facebook page. 
Over 135,000 ‘like’ Jones’ personal Facebook page,” 
states the report.

A photo of an activist placing a ‘V’ poster on a 

telegraph pole in support of the campaign is also 
included in the document. 

“On Jones’ website PrisonPlanet.com, an individual 
posted his photo in support of the campaign. Over 
60 responses to the campaign shared support,” 
attests the document.

The report then quotes an individual with the user 
name ‘netwrkingman,’ who commented, “Just got done 
with my flyer campaign, EVERY Walmart door pole, 
fast food drive-thru and Starbucks drive-thru in my 
local three cities is now V’d up. Woo.”

The document also notes how aggressive TSA screening 
policies introduced in 2010 have, “Spurred increased 
criticism that the U.S. government has become a ‘police 
state’ that is abusing individual liberty.”

A subsequent email sent the next day by an individual 
from the Office of Intelligence & Analysis - U.S. 
Department of Homeland Security Baton Rouge, LA, 
states, “For your S/A if you haven’t seen this reporting 
from yesterday—the group is trying to counter the 
DHS (sic) ‘see something, say something’ campaign.”

Another DHS email contains an Infowars story 
about how the DHS’ promotional videos for its “See 
Something, Say Something” campaign go to great 
lengths to portray white, middle class Americans 
as the most likely terrorists. The article notes how, 
“No matter where you look, from East Germany, to 
Communist Russia, to Nazi Germany, historically 
governments who encourage their own citizens 
to report on each other do so not for any genuine 
safety concerns or presumed benefits to security, 
but in order to create an authoritarian police state 
that coerces the people into policing each other’s 
behavior and thoughts.”

Additionally the emails expose how the Department 
of Homeland Security has been monitoring Infowars in 
relation to a number of other news stories.

An email dated April 6, 2009 sent to “SL_Field” 
contains an article by Mark Potok of the Southern 
Poverty Law Center about Richard Poplawski, the 
man who killed three Pittsburgh police officers 
during a shoot-out. In the article, Poplawski attempts 
to lay blame for the shootings on Alex Jones by 
claiming that “Poplawski was reportedly interested” 
in Alex Jones’ websites – Infowars and Prison 
Planet. What Potok failed to divulge was the fact 
that Poplawski had left comments on both websites 
disagreeing with and denigrating Alex Jones. When 
this was revealed, numerous large media outlets 
had to issue retractions withdrawing the claim that 
Poplawski was inspired by Jones, but the Southern 
Poverty Law Center failed to follow suit.

One of the documents covers the DHS’ reaction to 
a January 2011 incident where a sticker was placed 
on the mirror inside a restroom at the Mitchell 
Courthouse, Baltimore City Circuit Court. The sticker, 
which read “9-11 Was an Inside Job. Learn the truth 
at InfoWars.com PrisonPlanet.com Jonesreport.com,” 
prompted the courthouse to contact the DHS and ask 
whether “I&A, SLPO and other LE/IC partners have 
reported similar activities?”

“This is a promotional sticker from Prison Planet and 
Infowars: He’s a conspiracy theorist from back in the 

FOIA Documents Show Monitored Opposition
to ‘See Something Say Something’ Program
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believe this is the new location for the FEMA camp.”
This refers to an investigation conducted by Infowars 

in September 2009 during which it was revealed that a 
private security force had begun patrolling the streets of 
Hardin, Mont. when after the group was originally only 
contracted to provide security at a previously empty 
detention center located in the town.

Another email from February 2010 including 
the acronym “FYI” (for your interest), contains an 
Infowars story by Kurt Nimmo documenting how 
police officers in Canada had been caught posing 
as anarchists in order to provocateur violence and 
demonize legitimate protesters.

Further an email dated Feb. 19, 2011, contains a link 
to a Infowars article written by Steve Watson and Paul 
Joseph Watson titled “Don’t Be Evil? 10 Ways In Which 
Google Runs The World,” which describes how Google 
has grown to become “literally an a corporate arm of 
the intelligence community.”

An email dated May 3, 2011, contains an L.A. Times 
article which discusses how “conspiracy theorists” 
doubt the official narrative behind the death of Osama 
Bin Laden, following the dubious tale about how the 
Al-Qaeda leader was “buried at sea”.

These documents illustrate that the Department 
of Homeland Security is slowly evolving into a KGB-
lite style secret police outfit that seems to be just as 
concerned with monitoring political free speech as it is 
with genuine threats to the homeland.

The Transportation Security Administration (TSA) 
also admits that it has documents which contain 
political profiling Alex Jones, Infowars as well as 
the Drudge Report but  thus far refuses their release 
despite facing a Freedom of Information Act request.

Some of the documents are shown above and below. 

An email dated August 2009 contains an article which 
includes a reference to an Infowars story about preparations 
for martial law in the event of a mass pandemic.

Another document contains a power point-style 
report titled “Right Wing Terrorism.” Included along 
with images of racist scrawlings on restroom walls, 

white supremacists, neo-nazis, and other race-
hate groups is the Oath Keepers organization, the 
Sovereign Citizen movement and a screenshot of the 
Infowars.com front page next to the words: “Hardin,” 
“American Police Force,” “Conspiracy theorists 

late ‘90s that gets some airplay but no one else takes 
him seriously. He believes that there’s a cabal of secret 
global elites that control the government through 
secret societies like Skull and Bones, Bohemian Grove, 
Masons, etc,” stated the DHS reply.

“The fact that this incident was even reported seems 
like a complete waste of time and paper, the fact that 
it was even reported at all is really pretty scary,” notes 
freelance reporter Donna Anderson. “This was merely 
a sticker, a thin piece of paper glued to a mirror, but 
because the message suggested a government cover-up, 
it was deemed a ‘threat’ and reported to the DHS.”

A long email from April 2009 containing numerous 
news articles makes reference to how some on the 
political right were claiming that the DHS had begun 
to demonize conservatives as part of a “plan” to 
move away from any focus on Islamic terrorism. The 
email referenced articles from World Net Daily, the 
American Spectator, Atlas Shrugged, Stormfront, as 
well an Infowars story titled “Secret DHS Doc Predicts 
Violence in Response to New Gun Restrictions.”

This article also formed the body of a subsequent 
email, circulated within the DHS and sent to “A&P 
Managers,” and contained an attachment titled 
“Homeland Security Assessment Rightwing Extremism 
Current Economic and Political Climate Fueling 
Resurgence in Radicalization and Recruitment.”

The email notes how, “This must be the article (see 
attached email chain) that generated the calls to the 
National Operations Center this morning.” The article 
describes how a DHS document warns federal and local 
officials to expect “terrorism” in response to planned 
civilian firearm restrictions.

The document also consists of dozens of comments 
from respondents to the articles, highlighting how the 
DHS is also closely monitoring remarks and reactions 
made on the Internet.



Residents of Indiana and Virginia could very 
soon start seeing signs and pamphlets in 
malls encouraging “if you see something, 
say something.”

According to a blog post URL found on the 
Department of Homeland Security website and 
information gathered from a Government Security 
News article, the DHS has partnered with American 
real estate company Simon Property group, the 
owner of 393 properties worldwide, on September 6 
to “keep shoppers safe.”

Mark Rockwell at Government Security News 
writes, “Under a new agreement with the Department 
of Homeland Security, 20 malls in Indiana and 
Virginia will participate in DHS’ ‘See Something, Say 
Something’ campaign, with possible expansion to 
other facilities nationwide.”

Rockwell states a post appeared on the DHS’ 
blog page explaining that DHS Secretary Janet 
Napolitano had announced a partnership with 
Simon’s CEO Tim Earnest.

The blog post in question, however, cannot be found 
on the DHS homepage. See for yourself:

Http://www.dhs.gov/blog/2012/09/06/dhs-and-
simon-property-group-team-keep-shoppers-safe

Interestingly, a quick search of the word ‘simon’ on 
the DHS site yields results apparently related to the 
partnership, but when the appropriate search result 
is selected, no information regarding the partnership 
appears on the landing page.

The original posting belonging to the Simon 
partnership post, however, for some reason or other, 
has nothing to do with the partnership.

Why would the DHS want to keep mum about their 
partnership with the mall owner? Could there be a 
false-flag terror attack planned in our near future? Or 
are they just laying the groundwork for an introduction 
of more extreme security measures to be implemented, 
such as body-scanners and/or TSA gropings?

Recently, the DHS brought attention to their snitch 
campaign when they began asking fans at sporting 
events to “help keep the country safe by reporting 
anything suspicious they see,” but the program has 
been “keeping us safe” long before that.

In December 2010, DHS expanded their “See 
something, say something” campaign to the Mall of 
America, who is not owned by Simon. The campaign 
involved “both print and video advertisements 
throughout the mall’s shopping and amusement 
park areas to help the thousands of daily tourists 

and shoppers to identify potential threats and 
suspicious situations.”

As we’ve reported, the behemoth governmental 
entity, created on the pretext of external terror 
threats, has gradually (and arguably effectively) 
managed to realign its cross-hairs to target 
domestic threats, specifically Americans who 
are “suspicious of centralized federal authority,” 
“reverent of individual liberty” and/or “believe in 
conspiracy theories that involve grave threat to 
national sovereignty and/or personal liberty.”

Trumpeted as necessary for the safety and security 
of the public, the DHS’ snitch campaign, since its 
official implementation on Jan. 1, 2011, has been 
incrementally conditioning unsuspecting Americans 
into welcoming a police-state takeover wherein the 
TSA or DHS would be present at every public venue, 
be it federal building, sports stadium, high school 
prom or even right in your community.

Instead of bringing about a safer society, programs 
like these actually breed suspicion, distrust, fear and 
contempt among the general population, essentially 
making participants fed lapdogs aiding in the search 
of a citizen domestic terrorist that does not exist.

see no 
evil, say 
no evil
DHS Launches See Something, Say 

Something Campaign in American Malls. 
Is It Headed For A Town Near You?

WRITTEN BY Adan Salazar
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As the elite steer technological progress toward the singularity – man 
merging with machine – the majority of humans will cease to have a 
purpose or even be able to function in a “brave new world” run by a sci-
entific dictatorship. This is why the ruling classes have formally reached 

the decision to begin a ruthless program of extermination.
As Sun Microsystems’ Bill Joy explained in  April 2000 Wired Magazine piece 

titled  “Why the Future Doesn’t Need Us,” the elite see the mass of humanity as 
superfluous. In the coming decades, all  functions performed by what can loosely 
be termed the lower classes will  be carried out by robots.

“Due to improved techniques the elite will have greater control over the masses; 

and because human work will no longer be necessary the masses will be superflu-
ous, a useless burden on the system. If the elite is ruthless they may simply decide to 
exterminate the mass of humanity. If they are humane they may use propaganda or 
other psychological or biological techniques to reduce the birth rate until the mass 
of humanity becomes extinct, leaving the world to the elite,” writes Joy.

The only other scenario is equally chilling, with Joy seeing the best possible out-
come for humanity a “Brave New World”-style system, where every human action 
and behavior is tightly regulated by a scientific dictatorship.

“If the elite consists of soft-hearted liberals, they may decide to play the role of 
good shepherds to the rest of the human race. They will see to it that everyone’s 
physical needs are satisfied, that all children are raised under psychologically 
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The decision has now been made to 
herd humanity inside compact prison 
cities and gradually shut off their 
resources by charging more for less. 
This post-industrial revolution serves 
to drastically reduce living standards, 
creating a further gulf between the 
super-rich and the peasants and 
thereby facilitating the creation of a 
new master oligarchy.

The advancement of technology is not 
being used to empower humanity  but to 
enslave it. This process is being overseen 
by a technocracy that simultaneously 
expresses its desire to see the human 
population reduced in large numbers.

The elite have been obsessed with 
eugenics and its modern day incar-
nation, population control, for well 
over 100 years, and the goal of 
global population reduction is still 
in full force to this day.

In 2009,  the London Times 
reported  on a “secret billionaire club” 
meeting, which took place in New York, 
and was attended by the likes of David 
Rockefeller, Ted Turner, Bill Gates and 
others. The meeting was focused around 
“how their wealth could be used to slow 
the growth of the world’s population.”

We questioned the establishment 

to improve health is a complete misno-
mer. Slowing the growth of the world’s 
population, while also improving its 
health, are two irreconcilable concepts 
to the elite. Stabilizing world population 
is a natural byproduct of higher living 
standards, as has been proven by the 
stabilization of the white population in 
the West. Elitists like David Rockefeller 
have no interest in “slowing the growth 
of world population” by natural meth-
ods. Their agenda is firmly rooted in the 
pseudo-science of eugenics, which is all 
about “culling” the surplus population 
via draconian methods.

David Rockefeller’s legacy is not 
derived from a well-meaning philan-
thropic urge to improve health in third 
world countries. It is born out of a 
Malthusian drive to eliminate the poor 
and those deemed racially inferior, using 
the justification of social Darwinism.

As is documented in Alex Jones’ semi-
nal film “Endgame”, Rockefeller’s father, 
John D. Rockefeller, exported eugenics 
to Germany from its origins in Britain 
by bankrolling the Kaiser Wilhelm 
Institute, which later would form a cen-
tral pillar in the Third Reich’s ideology 
of the Nazi super race. After the fall of 

hygienic conditions, that everyone has a 
wholesome hobby to keep him busy, and 
that anyone who may become dissatis-
fied undergoes “treatment” to cure his 
“problem.” Of course, life will be so pur-
poseless that people will have to be bio-
logically or psychologically engineered 
either to remove their need for the 
power process or make them “sublimate” 
their drive for power into some harmless 
hobby. These engineered human beings 
may be happy in such a society, but they 
will most certainly not be free. They 
will have been reduced to the status of 
domestic animals,” explains Joy. 

Although they disguise this agenda 
behind environmental and social 
benevolence, the elite’s motivations 
for wanting the mass of people either 
downtrodden or eliminated are entirely 
selfish. They want sole access to the 
life-extension technologies that will see 
man merge with machine and create a 
new superclass of humans.

The elite see themselves as the rightful 
heirs to the very control of human evolu-
tion – they literally want to play God with 
the future of the species, despite the fact 
that the elite itself is historically inbred, 
a process which is known to cause delu-
sions of grandeur and insanity.

media’s spin on the subject, which por-
trayed the attendees as kind-hearted and 
concerned philanthropists, by pointing 
out that Ted Turner has  publicly advo-
cated shocking population reduction 
programs  that would cull the human 
population by a staggering 95 percent. 
He has also called for a communist-style 
one child policy to be mandated by 
western governments. In China, the one 
child policy is enforced by means of tax-
ation on each subsequent child,  allied 
to an intimidation program with secret 
police and “family planning” authorities 
kidnapping pregnant women from their 
homes and performing forced abortions.

Of course, Turner completely fails to 
follow his own rules as to how everyone 
else should live his or her life, having 
five children and owning no less than 2 
million acres of land.

In the third world, Turner has  literally 
contributed  billions of dollars to popu-
lation reduction, namely through United 
Nations programs, leading the way 
for the likes of Bill and Melinda Gates 
and Warren Buffet  Gates’ father has also 
long been a leading board member of 
Planned Parenthood and a top eugenicist.

The notion that these elitists merely 
want to slow population growth in order 
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the Nazis, top German eugenicists were protected by 
the allies as the victorious parties fought over who 
would enjoy their “expertise” in the post-war world.

In the latter half of the 20th century, eugenics 
merely changed its face to become known as “popu-
lation control.” This was crystallized in the National 
Security Study Memorandum 200, a 1974 geopolitical 
strategy document prepared by Rockefeller’s intimate 
friend and fellow Bilderberg member Henry Kissinger, 
which targeted 13, explained below, countries for 
massive population reduction by means of creating 
food scarcity, sterilization and war.

The document, declassified in 1989, identified 13 
countries that were of special interest to U.S. geopo-
litical objectives and outlined why population growth,  
particularly that of young people who were seen as 
a revolutionary threat to U.S. corporations, was a 
potential roadblock to achieving these objectives. The 
countries named were India, Bangladesh, Pakistan, 
Nigeria, Mexico, Indonesia, Brazil, the Philippines, 
Thailand, Egypt, Turkey, Ethiopia and Colombia.

The study outlined how civil disturbances affect-
ing the “smooth flow of needed materials” would be 
less likely to occur “under conditions of slow or zero 
population growth.”

“Development of a worldwide political and popu-
lar commitment to population stabilization is fun-
damental to any effective strategy. This requires 
the support and commitment of key lesser devel-
oped countries’ (LDC) leaders. This will only take 
place if they clearly see the negative impact of unre-
stricted population growth and believe it is possible 
to deal with this question through governmental 
action,” states the document.

The document called for integrating “family plan-
ning” (otherwise known as abortion) with routine 
health services for the purposes of “curbing the num-
bers of LDC people.” 

The report shockingly outlines how withholding 
food could be used as a means of punishment for 
lesser-developed countries who do not take action to 
reduce their population, essentially using food as a 
weapon for a political agenda by creating mass star-
vation in under-developed countries.

“The allocation of scarce PL480 (food) resources 
should take account of what steps a country is tak-
ing in population control as well as food production,” 
states the document.

 The idea of enforcing “mandatory programs” by 
using food as “an instrument of national power” is 
later presented in the document

The document attests that the program will be 
administered through the United Nations Fund for 
Population Activities (UNFPA), thereby “avoiding 
the danger that some LDC leaders will see devel-
oped-country pressures for family planning as a form 
of economic or racial imperialism; this could well cre-
ate a serious backlash.”

As Jean Guilfoyle writes, “NSSM 200 was a state-
ment composed after the fact. During the late 1960s 
and early 1970s, the U.S. had worked diligently 
behind the scenes to advance the population-control 
agenda at the United Nations, contributing the initial 
funding of $1 million. […] A Department of State tele-
gram, dated July 1969, reported the support of John 
D. Rockefeller III, among others, for the appointment 
of Rafael Salas of the Philippines as senior officer 
to co-ordinate and administer the UN population 
program. The administrator of the UN Development 
Program reported confidentially that he preferred 
someone such as Salas who had the “advantage of 
color, religion (Catholic) and conviction.” A compre-
hensive outline of what is contained in the National 
Security Memorandum document can be read 
at http://www.theinterim.com/july98/20nssm.html

In the 21st century, the eugenics movement has 
changed its stripes once again, manifesting itself 
through the global carbon tax agenda and the notion 
that having too many children or enjoying a reasonably 
high standard of living is destroying the planet through 
global warming, creating the pretext for further regu-
lation and control over every facet of our lives.

As we have tirelessly documented, the elite’s drive for 
population control is not based around a benign phil-
anthropic urge to improve living standards, it is firmly 
routed in eugenics, racial hygiene and fascist thinking.

The London Times reports that the secret billion-
aire cabal, with its interest in population reduction, 

has been dubbed ‘The Good Club’ by insiders. This 
couldn’t be further from the truth. Anyone who takes 
the time to properly research the origins of the “pop-
ulation control” movement will come to understand 
that the Rockefeller-Turner-Gates agenda for drastic 
population reduction [the agenda is visible today as 
it is now clearly manifesting itself through real envi-
ronmental crises like chemtrails, genetically modified 
food, tainted vaccines and other skyrocketing diseases 
such as cancer] has its origins in the age-old malevo-
lent elitist agenda to cull the human “chattel” as one 
would do to rodents or any other species deemed a 
nuisance by the central planning authorities.

In reality, it’s not that the “future doesn’t need us”, 
as Bill Joy put it, but that the elite has decided they 
don’t need us. This is why the ruling classes have 
embarked on a technocratic plan of domination and 
ultimately elimination.

This is also why humanity needs to regroup as a 
species and recognize the true threat to the sur-
vival of the race is the elite itself. If that doesn’t 
happen, we may not have a future to speak of at all.

In the following article we will look at how the tech-
nological singularity will manifest as robots take over 
the decision making process and humanity is forced 
to accept the terms of its enslavement by a ruthless 
technocracy or cease to exist altogether.
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T he global elite has reached a decision that 
could spell the end of humanity as we 
know it in the decades to come. Having 
become superfluous in the eyes of those 

who plan to impose a technocracy over the entire 
planet, robots will be used to both replace and 
eliminate humans as the elite advances towards its 
much cherished technological singularity.

The rise of the robots is no longer confined to 
the realms of science fiction. If the predictions of 
those who have already proven themselves accurate 
in forecasting the future course of technological 
development are manifested, a new high-tech dark 
age is upon us.

In our previous article on the subject, we high-
lighted a piece written in 2000 by Sun Microsystems 
Bill Joy. In the Wired Magazine article,  Why The 
Future Doesn’t Need Us, Joy explains how within 
decades most of the functions now carried out by 

human workers will be performed by robots.
With the vast majority of human beings rendered 

obsolete in the eyes of the controllers as a result of this 
shift, which will easily outstrip even the impact of the 
industrial revolution, the elite, “may simply decide to 
exterminate the mass of humanity,” writes Joy.

Joy’s forecast is echoed by respected author, 
inventor and futurist Ray Kurzweil. In his 1999 
book The Age of Spiritual Machines, Kurzweil made 
a series of predictions about technological advance-
ments that would occur at each 10-year juncture. 
Kurzweil’s short term predictions were stunningly 
accurate – he foresaw the rise of the iPhone and 
smart phones in general as well as the Kindle.

Kurzweil predicted that by 2009, “Computer dis-
plays have all the display quality of paper—high 
resolution, high contrast, large viewing angle, and 
no flicker. Books, magazines, and newspapers are 
now routinely read on displays that are the size of, 
well, small books.”

Kurzweil also described the iPad ten years before 
its emergence as well as the rise of wireless tele-
phone communications using “high-resolution moving 
images.” He also foresaw iTunes, You Tube and on 
demand services like Netflix as well as how all this 
technology would prompt a huge debate about privacy 
and identity theft, which is exactly what has occurred.

Kurzweil forecast that unmanned drones would 
be used for combat operations by 2009, which has 
also unfolded.

Given his accuracy, Kurzweil’s predictions for future 
decades – 2019, 2029 and beyond – are chilling.

By 2019 Kurzweil predicts that our computers will 
be implanted in eye glasses and contact lenses, a 
process already underway with the development of 
Google Glasses. By this time, a $4000 computer will 
have the same computing power as a human brain, 
according to Kurzweil.

“Privacy continues to be a major political and 
social issue with each individual’s practically every 
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move stored in a database somewhere,” writes 
Kurzweil, in a notable forecast given recent revela-
tions about the TrapWire program.

The decades beyond 2019 will be characterized 
by the problem of a growing “human underclass” 
that is not productively engaged in the economy.

From 2029 onwards, the elite will see its dream of 
obtaining singularity – man merging with machine – 
begin to take true shape. Computers and cellphones 
will now be implanted in people’s eyes and ears.

The wider trend of the elite seeing humans as 
completely expendable as their roles are taken 
up by machines now unfolds. “There is almost no 
human employment in production, agriculture, and 
transportation,” writes Kurzweil.

By 2099, the entire planet is run by artificially intel-
ligent computer systems which are smarter than the 
entire human race combined – similar to the Skynet 
system fictionalized in the Terminator franchise.

Humans who have resisted altering themselves into 
becoming part-cyborg will be ostracized from society.

“Even among those human intelligences still 
using carbon-based neurons, there is ubiquitous 
use of neural implant technology, which provides 
enormous augmentation of human perceptual and 
cognitive abilities. Humans who do not utilize such 
implants are unable to meaningfully participate in 
dialogues with those who do,” writes Kurzweil.

Kurzweil’s future represents the ultimate goal 
of the elite – eliminating the beautiful existing 
order and replacing it with a high-tech dystopian 
technocracy. Instead of being used to empower 
and advance humanity, technology will be used to 
further drive a wedge between the haves and the 
have nots – with the have nots eventually being 
eliminated entirely.

We have already seen major steps taken toward 
the visions outlined by Kurzweil.

Using drones to remove the human element of war-
fare is already well underway. In the future, wars 

will almost exclusively be fought between robots, 
making them far more ubiquitous and far more 
deadly for the planet as a whole. Would robots with 
no emotional capacity whatsoever hesitate to deploy 
super weapons that could wipe out entire races of 
people or completely wreck the planet’s eco-system?

Using robots to perform law enforcement duties 
and hunt down suspects is also right around the 
corner.

Following Professor Noel Sharkey’s warning that 
the fleet of robots being developed for DARPA 
will ultimately be used to “kill people,”  Boston 
Dynamics released a new video this week showcas-
ing how its LS3 robot is able to autonomously track 
humans over rugged terrain.

A similar robot being developed for DARPA, the 
Cheetah, recently beat the human world speed record.

In 2008,  the Pentagon issued a request  to con-
tractors to develop a “Multi-Robot Pursuit System” 
designed to search for, detect and track “non-co-
operative” humans in “pursuit/evasion scenarios”.

As the New Scientist’s Paul Marks explains, the 
robots will inevitably be adapted for domestic pur-
poses such as policing and crowd control.

“…how long before we see packs of droids hunt-
ing down pesky demonstrators with paralyzing 
weapons? Or could the packs even be lethally 
armed?” Marks asked.

Using technology to spy on and enslave us rather 
than empower us is now a routine occurrence. One 
need only note the remarks of CIA Director David 
Petraeus earlier this year  when he lauded the 
arrival of the smart grid - appliances, utilities and 
products connected wirelessly to the Internet.

Petraeus labeled the development a “transforma-
tion,” noting that it would be a boon for “clandes-
tine tradecraft.” In other words, the police or the 
FBI no longer need a reason or a warrant to spy on 
you since you will have a hundred bugs implanted 
in almost every item in your home, from your 

refrigerator to your gaming device.
The elite’s push to facilitate the rise of the robots 

is all about removing the decision-making process 
from the hands of humans. Since humans cannot be 
trusted to follow through on decisions that could 
directly lead to the deaths of massive numbers of 
people, androids must be given the responsibility.

In the coming decades, humanity will face a new 
kind of enslavement – a scientifically designed 
tyranny through which the elite will use robots to 
subjugate the rest of humanity and eliminate any 
pockets of non-cooperative resistance.

Only by promulgating a cultural and societal dis-
gust for technological manipulation on behalf of an 
insane elite can we re-assert control over the future 
and use technology to empower our species.

Given that the elite have proven themselves to be 
so destructive with the comparatively primitive level 
of human technology available to them up until now, 
allowing such power-crazed individuals to hold the 
reigns of human progress can only lead to the total 
destruction of the entire race in the long term.

To learn more about syndicated talk show host 
and filmmaker, Alex Jones, visit Infowars.com.

INSTEAD OF BEING USED TO EMPOWER AND ADVANCE 
HUMANITY, TECHNOLOGY WILL BE USED TO FURTHER DRIVE 
A WEDGE BETWEEN THE HAVES AND THE HAVE NOTS – WITH 
THE HAVE NOTS EVENTUALLY BEING ELIMINATED ENTIRELY.

BY 2099, THE ENTIRE 
PLANET IS RUN BY 
ARTIFICIALLY INTELLIGENT 
COMPUTER SYSTEMS 
WHICH ARE SMARTER 
THAN THE ENTIRE HUMAN 
RACE COMBINED – SIMILAR 
TO THE SKYNET SYSTEM 
FICTIONALIZED IN THE 
TERMINATOR FRANCHISE.

RISE OF THE 
ROBOTS

     The End of 
     Humanity?
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Flu 
Shots 
Give You 
The Flu
People who received seasonal flu vaccines 
before the swine flu outbreak were found 
more likely to catch the virus
WRITTEN BY Paul Joseph Watson

A new study has found that people who 
received a flu shot before the 2009 outbreak 
of the H1N1 pandemic were more likely 
to catch the swine flu virus, a startling 

discovery given the fact that experts have blamed the 
pharmaceutical industry for deliberately engineering 
the pandemic to make huge profits from vaccines.

“Researchers, led by Vancouver’s Dr. Danuta 
Skowronski, an influenza expert at the B.C. Centre 
for Disease Control, noticed in the early weeks of the 
pandemic that people who got a flu shot for the 2008-
09 winter seemed to be more likely to get infected with 
the pandemic virus than people who hadn’t received a 
flu shot,” reported the Vancouver Sun.

Despite the claim that the link was only related 
to Canadians who had received the flu shot, Dr. 
Skowronski was able to re-create the results in ferrets. 
Giving half the ferrets the 2008 seasonal flu shot and 
the rest a placebo injection, eventually all the ferrets 
were infected with the pandemic H1N1 virus.

Despite the results of the experiment, Skowronsk still 
bizarrely encouraged people to get the vaccination. 
According to the Centers for Disease Control and 
Prevention, the 2009 H1N1 outbreak killed as many as 
400,000 people – although others dispute this figure.

Confirmation that the seasonal f lu vaccine could 
very well have been the cause of the H1N1 outbreak, 
or at least helped it spread, validates the testimony 
of experts like former Chair of the Council of 
Europe’s Sub-committee on Health, Wolfgang 
Wodarg, who in February 2010 told the Alex Jones 
Show that the pandemic was manufactured by 
pharmaceutical companies in league with the World 
Health Organization to make vast profits while 
endangering public health.

Initial reports that the swine flu bug was a never-
before-seen intercontinental mixture of human, 
avian and pig viruses from America, Europe and Asia 
prompted theories that the virus could have been 
synthetically manufactured in a lab.

Wodarg said that governments were “threatened” 
by special interest groups within the pharmaceutical 
industry as well as within the WHO to buy the vaccines 
and inject their populations without any reasonable 
scientific reason for doing so, and yet in countries like 
Germany and France only around 6 percent took the 
vaccine despite enough being available to cover 90 
percent of the population.

Wodarg said there was “no other explanation” for 
what happened than the WHO worked in cahoots with 
the pharmaceutical industry to manufacture the panic 

so to generate vast profits, agreeing with host Alex 
Jones that the entire farce was a hoax.

He also explained how health authorities were 
“already waiting for something to happen” before 
the pandemic started and then exploited the virus for 
their own purposes.

Professor Ulrich Keil, director of the World 
Health Organization’s Collaborating Centre for 
Epidemiology, also slammed the swine flu epidemic 
as an overblown “angst campaign,” devised in 
conjunction with major drug companies to boost 
profits for vaccine manufacturers.

Swine flu vaccines have also been linked to outbreaks 
of narcolepsy, as well as other disorders including 
Guillain-Barré Syndrome as well as dystonia, a 
paralyzing neurological disorder.

PAUL JOSEPH WATSON IS THE EDITOR AND WRITER FOR 
THE INFOWARS SITE WWW.PRISONPLANET.COM. HE 
IS THE AUTHOR OF "ORDER OUT OF CHAOS." WATSON 

IS ALSO A REGULAR FILL-IN HOST FOR THE ALEX JONES 
SHOW AND INFOWARS NIGHTLY NEWS.
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full autonomous robots by 2025 and are fueled by com-
petitive tax dollars and a desire to dominate.

So what does this mean to us? How will it impact us 
a world away from such stated threats? We are cur-
rently facing the likelihood of the insidious results in 
our near future as these programs enter an operating 
theater on American soil. When DARPA launched the 
FCS program with the U.S. ARMY, FCS outlined their 
program to have a wide array of projects that have 
the potential to completely automate both air, sea and 
ground forces by 2030. These projects include UAVs in 
various sizes as well as single and multi-role drones on 

land, sea and in air. Units can vary from a 
size that can fit into a soldiers backpack to 
as long as the dreaded Beast of Kandahar. 

One of the most com-
monly ignored robots is the

 

unmanned ground vehicle 
(UGV). Once again, these 

range in size from backpack sized 
R/C cars with explosive charges to full mechanized 
armor. The MARS Robot, or mobile autonomous robot 
software, a designated small class of robots has had 
a lot of interest from the Pentagon. Its equipment 
includes multiple sensory devices such as infrared, 
thermal and night vision with variable magnification 
optics and heavy weaponry.  Its main gun, a powerful 
M240 Bravo in 7.62mm can disable light armor. It’s 
modified heavy M82 .50 BMG caliber sniper rifle can 
reach out up to 2,500 yards with almost needle-like 

The world we live in today is rapidly changing. 
Unfortunately, some of the worst changes 
are given to us as the solutions of the future. 
When I think of all the things that have been 

force fed to us for our “protection,” I think of The 
Patriot Act, Department of Homeland Security (DHS), 
TSA, and most of all drone technology. 

When U.S. drones first took flight in the mid-1990s 
in Bosnia, no one realized their presence, much less 
their future in the world today. No one, that is, except 
Defense Advanced Research Projects Agency (DARPA). 

Taking concepts straight from World War II-era Nazi 
Germany’s special weapons projects, DARPA spon-
sored the creation of drones and put them into service 
in the Bosnia Conflict through the Future Combat 
Systems program (FCS) as early as 1993. This pro-
gram was designed with the intention of enhancing 
combat abilities and to provide the fighters in 
the battlefield with high-tech weaponry and 
surveillance equipment which could seek, 
destroy or control the enemy.

The unmanned automated vehicle (UAV) 
program, or drone program, launched again 
in 2003 to combat insurgents as well as 
Osama Bin Laden himself. However,  Secretary 
of State Robert Gates, under direct orders of the 
Obama administrations direct orders, reportedly 
canceled the majority of the FCS program in 2009 
under the guise of the Armed Forces budget cuts. 
This resulted in not only a defunct program but 
it also spurred a catalyst or as it is said, “An 
Alpha Event.” In layman’s terms an Alpha Event 
can be described as an evolutionary boost in 
technology.  Supersonic flight, lunar landings, 
even the Internet are some examples of Alpha 
Events (ironically all DARPA inspired). 

Robotics projects in the private sector are 
now rapidly growing as corporations have all 
begun to compete for big government contracts. 
Research and development is occurring not only 
in aerospace and weapons, but now in robotics 
manufacturing as well. Raytheon and the Kinetics 
Corporation are two of the common military-spec 
contractors, even Honda and Fujitsu is developing 
this type of technology. They seem intent upon shap-
ing to the form of self learning human-like robots 
designed for autonomy (example: HRP-4C). 

We should, however, not kid ourselves. These com-
panies are ambitious, regardless of how unusual it 
seems for a car or photo company to interact with 
military-related projects. The now “canceled” FCS pro-
gram was to run up until 2030 to develop cutting-edge 
weapons, like UAVs. The private sector has projected 

precision. It also has a quad 40mm grenade launcher 
that can use a wide assortment of payloads ranging 
from “non-lethal” to high explosive rounds. It is an 
extreme advancement over the first model tested, the 
M249 armed S.W.O.R.D.S. robot (which was rumored 
to have turned its weapons on U.S. Troops in its brief 
secret testing in Afghanistan). 

Finally there is the intelligible munitions systems 
(IMS)—Okay, now this is where it gets REALLY scary.  
The design details are being held tight to the gov-
ernment’s chest. Crude diagrams or inanimate CAD 
prototypes are the most that DARPA will allows the 
public to see. But imagine a football size UAV that can 
be thrown in the air, but unlike the earlier micro UAVs, 
these are launched for a one way trip carrying a war-
head with a range that can match some of the longest 
range artillery pieces in our military’s arsenal. These 
are termed, “suicide drones” by the 101st Airborne and 
are in high demand. 

Still not concerned? Look at what the ARMY has to 
say about IMS units and their objectives.

“Intelligent Munitions System (IMS) provides 
unmanned terrain dominance, economy of force 
and risk mitigation for the war fighting commander. 
Typical missions include:

•	 Isolating enemy forces, objectives, and areas of 
decisive operations.

•	 Creating lucrative targets, and engaging them or 
cuing other fires.

•	 Filling gaps in the noncontiguous battle space.
•	 Controlling noncombatant movement with its 

nonlethal capabilities.“
Predators were introduced publicly in 1995 in Bosnia 

with a great degree of success. Since 2003, even U.S. 
allies now protest armed Predators that fly in 
their airspace. For the most part those protests 

fall on deaf ears. Their concerns sky rock-
eted with questions like “who control these 

UAVs?” “Why are they being armed?”  And 
now we hear in America, “why are drones 
flying in my neighborhood?”  “When will 
they be armed?” You can be assured that as 

technologies from the existing DARPA/FCS 
drones and those emerging from the private 

sector, including the new artificial intelligence 
and humanoid technologies, that bravery will no longer 
be a factor of war. Video Gamers who experience no 
consequence of the deaths they cause will be navigating 
their way through the battlefields manning drones as 
they sit comfortably half a world away.

Will we ever see these UGV units deployed onto 
our streets? DHS Predator drones are flying in our 
skies by the hundreds with the intent to blanket 
us under their watchful eye. This new generation 
of war machines is lurking just around the corner. 
Eventually one of the companies involved in these 
projects will spark an invention that will create 
another Alpha Event, invoking regrets of past atomic 

DARPA: the real skynet
An Autonomous Agenda 
WRITTEN BY MAThew WILLIAMS
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inventions that will now be relived in a new monster.  
In our nation, Law Enforcement agencies from 

Department of Homeland Security all the way down to 
the police in small town America are eagerly searching for 
robotic units qualified for their “urban” landscape to help 
them provide safety to the public. DHS has been handing 
out grants for armor vehicles, weapons, fatigues, full spec-
trum warfare gear…. My how quickly intentions can turn. 

In April 2012, the Montgomery County Sheriff’s 
Office in Texas announced plans to arm the existing 
Shadowhawk drones platforms with infamous “non-le-
thal” rounds from its 12-gauge shotgun and a 40mm gre-
nade launcher, to be used solely by SWAT and Narcotics 
units.  And of course this is for our failsafe protection. 

When I contacted the most prevalent manufac-
turer of law enforcement drones, Vanguard Defense, 
they stated they strongly recommend using the 
Shadowhawk for search and rescue operations only. 
Ironically their website displays a picture of a unit 
armed with twin grenade launchers.  

The Patriot Act is a prime example of a legislation 
document that strips our rights away from us. The fear 
based mentality we have developed as a people that 
allows the DHS to violate our rights and take control 
of our lives in the name of “help me” is cancerous. This 
equipment is now rolling off military shelves to the 
police precinct near you. Today cops are not held to 
same level of accountability as citizens are, and officers 
are commonly ordered to arrest citizens based upon 
concocted allegations made by supervisors, comman-
dants and even police chiefs. 

Why is this? It’s simple, gang mentality. That is how 
close knit units are formed. Soldiers do this naturally 
from their training on the waging warfare and from 
creating a brotherhood in the process. However, the 
brotherhood of warfighters is not something you bring 
to the streets of America, but many police depart-
ments are doing that very thing. But to allow anyone 
the power and authorization to treat us as cattle is an 
outrage! If we “accidentally” shot a secured criminal 
in the back of the head, they would haul us off to 
jail.  Here in Texas, that could earn you lethal injec-
tion in Huntsville. On the other hand a police officer 
will be suspended without pay at worst, at least until 
the investigation is done. If you can’t see an agenda 
evolving you are not taking this seriously. In some 
cities police are killing unarmed Americans and even 
suppressing lawful protests with extreme force. We all 
see the results of the “Fast and Furious” operations as 
well as countless other black operations against our 
citizens and the very constitutional rights that protect 
us. A similar oppressive intrusion will be coming to a 
neighborhood near you. 

So what can we do? John F. Kennedy once said, 
“When peaceful protests are suppressed, violent pro-
tests are inevitable.” We live in a country where over 
1 percent of our population is imprisoned, the highest 
on the planet. The FEMA camps and DHS compounds 

seem brand new and ready to break in with some new 
residents. Americans are scared to be criminalized 
like so many other innocent citizens already have. 
Over the last 30 years, I have watched not only our 
nation change but our people as well. This is not us. 
We as a people don’t give up control, we take it. Get off 
your couch. Stand up for your rights. Get involved in 
your community and make sure your words are heard. 
There is always a way to resist!

DARPA: the real skynet
An Autonomous Agenda 
WRITTEN BY MAThew WILLIAMS

HRP-4C – a female 
humanoid robot 
released by a private 
sector Japanese research 
facility in 2009.

FLIR – A forward 
looking infrared 
camera mounted on 
the side of an UAV.

40mm grenade 
launcher – A 40mm 
grenade launcher 
often attached to 
MARS robots

.50 BMG caliber sniper rifle, one of the main 
guns attached to MARS robots.

Mathew  Williams is a contributing writer for Infowars.com. 
He is also a firearms expert, gunsmith and  handgun instructor 
with more than 16 years of experience educating, training and 

providing services to the public.  

SUICIDE DRONE – A 
micro UAV that can 
carry warheads with 
incredible range.
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The hacker group Antisec has leaked what 
it says is evidence that the FBI is actively 
monitoring the communications of every 
American with an iPhone.

The group released a statement Tuesday claiming 
it obtained detailed information on some 12 million 
iPhone users, taken from an FBI agent’s laptop.

The group, long associated with the more notorious 
Anonymous hacktivist organization, released 1 million 
iOS device IDs to back up its claims.

With some identifying information removed, the data 
proves, according to Antisec, that

“F****** FBI IS USING YOUR DEVICE INFO FOR A 
TRACKING PEOPLE PROJECT OR SOME S***.”

A more detailed passage in the statement notes:
“During the second week of March 2012, a Dell 

Vostro notebook, used by Supervisor Special Agent 
Christopher K. Stangl from FBI Regional Cyber Action 
Team and New York FBI Office Evidence Response 

Team, was breached using the AtomicReferenceArray 
vulnerability on Java. During the shell session some 
files were downloaded from his Desktop folder one 
of them with the name of ‘NCFTA_iOS_devices_intel.
csv,’ turned to be a list of 12,367,232 Apple iOS 
devices including Unique Device Identifiers (UDID), 
user names, name of device, type of device, Apple 
Push Notification Service tokens, zip codes, cellphone 
numbers, addresses, etc. The personal details fields 
referring to people appears many times empty, 
leaving the whole list incompleted on many parts. No 
other file on the same folder makes mention about 
this list or its purpose.”

Antisec says that its motivation for leaking the 
information is to make it more evident that innocent 
people are being tracked and monitored by covert 
Western intelligence agencies.

“We have learnt it seems quite clear nobody pays 
attention if you just come and say ‘Hey, FBI is using your 

device details and info’,” the group states.
The full profanity laced AntiSec post can be read in 

full at pastebin.com/nfVT7b0Z.
Neither the FBI, nor Apple has commented on the leak.
If it is genuine, and there is no reason to believe it 

is not, this case once again goes to show that whether 
it be mandatory Homeland security alerts, wirelessly 
disabling your communications on a whim or secretly 
tracking you where ever you go, the rise of smart 
phones brings a huge threat to privacy and the rights 
of the individual with it.

Again, this is another case not of smart phones 
and technology in general being intrusive but of 
their technology being co-opted and abused by 
those who could care less about the constitutional 
rights of free Americans.

Below is a recent video detailing how two security 
researchers discovered that Apple’s iPhone keeps track 
of a user’s location and saves that information to a file, 

Big Brother In 
Your Pocket
Your Smart Phone As A Tool of Control
WRITTEN BY Steve Watson

Evidence: FBI tracking and monitoring Americans via smart phones

A
pple was granted a patent in late August 
that will enable it to wirelessly disable 
the camera on iPhones in certain 
locations, sparking fears that such 
techniques could be used to prevent 
citizens from communicating with each 
other or taking video during protests or 

events such as political conventions and gatherings.
The camera phone has revolutionized the flow of 

information in the digital age. Any time a major event 
takes place, news networks and video websites are 
immediately inundated with footage and photographs 
from the scene.

That could all change in the future with a flick of a switch, 
according to U.S. Patent No. 8,254,902, titled, “Apparatus 
and methods for enforcement of policies upon a wireless 
device,” published August 28.

It states: “Apparatus and methods for changing one 
or more functional or operational aspects of a wireless 

device, such as upon the occurrence of a certain 
event. In one embodiment, the event comprises 
detecting that the wireless device is within range 
of one or more other devices. In another variant, 
the event comprises the wireless device associating 
with a certain access point. In this manner, various 
aspects of device functionality may be enabled or 
restricted (device ‘policies’). This policy enforcement 
capability is useful for a variety of reasons, including 
for example to disable noise and/or light emanating 
from wireless devices (such as at a movie theater), 
for preventing wireless devices from communicating 
with other wireless devices (such as in academic 
settings), and for forcing certain electronic devices 
to enter ‘sleep mode’ when entering a sensitive area.”

In other words, an encoded signal could be transmitted 
to all wireless devices, commanding them to disable all 
recording functions.

Obviously, the way this will be applied will depend 

New apple patent to disable cameras  based  on location
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stored both on the device and on a user’s computer, 
when he or she syncs or backs it up in iTunes.

The researchers, Pete Warden and Alasdair Allan, 
discovered the hidden file while collaborating on a 
potential data visualization project. 

“At first we weren’t sure how much data was there, 
but after we dug further and visualized the extracted 
data, it became clear that there was a scary amount of 
detail on our movements,” Warden told The Guardian.

The controversy was treated as a shocking revelation 
by the media, and yet since October 2001, the FCC has 
mandated that all wireless carriers track the location 
of their users down to within 50 feet, as we previously 
reported in the article “Investigation: Government 
Ordered Cellphone Companies to Spy on Users.” 

...Innocent people are 
being tracked and 
monitored by covert 
Western intelligence 
agencies

STEVE WATSON IS THE LONDON BASED WRITER AND 
EDITOR FOR INFOWARS.COM AND PRISONPLANET.COM. 

HE HAS A MASTER’S IN INTERNATIONAL RELATIONS FROM 
THE UNIVERSITY OF NOTTINGHAM.

New apple patent to disable cameras  based  on location
on what is determined to be a “sensitive area” by the 
relevant authorities.

To put it bluntly, the powers that be could control 
what you can and cannot document on your wireless 
devices according to their own whims.

Given that the major technology companies are set 
to make wireless connectivity a major feature of the 
latest cameras as reported by tech site Peta Pixel, this 
development does not bode well for photographers and 
citizen journalists who are already experiencing a major 
crackdown on their first and fourth amendment rights.

Michael Zhang at Peta Pixel notes:
“If this type of technology became widely adopted and 

baked into cameras, photography could be prevented by 
simply setting a ‘geofence’ around a particular location, 
whether it’s a movie theater, celebrity hangout spot, 
protest site or the top secret rooms at 1 Infinite Loop, 
Cupertino, California [the headquarters of Apple, Inc.].”
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While Ben Bernanke’s announcement 
that the Federal Reserve will embark 
on an open ended scheme to purchase 
$40 billion in mortgage-backed secu-

rities each month has been touted by the establishment 
media as the beginning of “QE3, it is in fact nothing 
less than another banker bailout in disguise.

While many have rightly attacked the Fed’s policy of 
printing money as a bandage that does little to solve 
the economy in the long term, this new move isn’t 
even about that. The policy announced yesterday is 
merely  the Fed using taxpayer money to purchase 
more bad debt in the form of junk mortgage-backed 
derivative based securities that have been sold over 
and over again.

This has nothing to do with getting the economy 
going again and will only serve as yet another huge 
wealth transfer from the middle class to the elite.

While the Fed claims the move will facilitate more 
lending, it will do nothing of the sort. As the China 
Securities Journal reported today, “QE3 is not likely to 
result in more loans.”

This again illustrates how actions such as the one 
announced yesterday have nothing to do with help-
ing the little guy get back on his feet and have every-
thing to do with the concentration of financial power 
into fewer hands.

“The truth is that it isn’t as if banks are hurting for 
cash to loan out,” writes Michael Snyder. “In fact, right 
now banks are already sitting on $1.6 trillion in excess 
reserves. Just like with the first two rounds of quantita-
tive easing, a lot of the money from QE3 will likely end 
up being put on the shelf.”

Indeed, after the TARP bailout back in 2008, the 
Federal Reserve paid the big banks to withhold loans, 

because the bailouts are not about reinvigorating the 
real economy, but instead are about propping up the 
stock market for the rich.

QE1 and QE2 both did absolutely nothing to rescue 
the economy. Despite a massive injection of quantita-
tive easing over the last four years, the unemployment 
rate in the United States has barely improved.

In addition, the wealth gap between rich and poor 
has vastly increased. As George Washington’s Blog 
points out, “This is just another bailout for the big 
banks. (If the government had instead given money 
directly to the consumer, we would be out of this eco-
nomic slump by now).”

“Bernanke claims that the main justification for QE3 
is to boost employment. This is slightly ironic, since 
Bernanke’s policies are largely responsible for creating 
high unemployment in the first place. The real jus-
tification is to try to artificially prop up asset prices. 
But that approach has been proven to be an absolute 
failure.” Indeed, the Federal Reserve admits that its 
new program will do little to alleviate the suffering of 
jobless. Americans. “I want to be clear — while I think 
we can make a meaningful and significant contribution 
to reducing this problem, we can’t solve it. We don’t 
have tools that are strong enough to solve the unem-
ployment problem,” Bernanke said September 13.

The fact that we haven’t seen massive inflation since 
the beginning of the Fed’s so-called quantitative easing 
policies illustrates how the money is not  being pumped 
back into the economy. The only real inflation has been 
in the luxury sector because the rich are getting richer 
and spending more, while the poor continue to live 
on or below the poverty line. QE3 is merely another 
massive wealth transfer and a tool of waging economic 
warfare on the poor and middle class, another mani-
festation of neo-feudalism to destroy America and have 

the global bankers pose as  saviors.
The economy is being destroyed by design so  the elite 

can exploit the fear and chaos caused by the collapse 
in order to centralize power and control. This type of 
corrupt wealth transfer is also visible in Europe, where 
Jose Manuel Barroso is exploiting the crisis in a bid to 
turn the EU into a “federation.”

Bernanke’s latest move is merely a continuation 
of the engineered takeover of the U.S. economy and 
will achieve nothing aside from bringing the elite 
even more wealth and ensuring the rest of us con-
tinue to see living standards decline on the path to 
economic serfdom.

ANOTHER BANKER BAILOUT IN DISGUISE
WRITTEN BY Alex Jones and Paul Watson

Gold: the ultimate 
hedge for inflation
PROTECT YOURSELF!
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If political conventions are ranked on a one to 
ten scale for intelligence, I give the Republican 
Convention zero and the Democrats one.

How can the United States be a superpower 
when both political parties are unaware of everything 
that is happening at home and abroad?

The Republicans are relying on a victory of four 
years of anti-Obama propaganda and their propriety 
programed electronic voting machines. For nearly four 
years Republican operatives have flooded the Internet 
with portraits of Obama as a non-US citizen, as a Muslim 
(even while Obama was murdering Muslims in seven 
countries) and as a Marxist (put in power by the Israel 
Lobby, Wall Street and the military/security complex).

Most Republican voters will vote against Obama 
based on these charges despite the curious fact that 
no committee in the Republican-controlled House of 
Representatives held a hearing to determine if Obama 
is a citizen. If Obama were not a citizen, why would 
the very aggressive House Republicans not capitalize 
on it. It would be easy for a Congressional committee 
to determine if Obama were a citizen. Despite the 
propaganda, the Republicans in office have shown no 
interest in the propaganda charges spread by Republican 
operatives over the Internet.

Either Republicans have no confidence in the charges 
and do not want to end up proving that Obama is a 
citizen with Congressional hearings, or the Republicans, 
having destroyed every other aspect of the U.S. 

Constitution, reducing it to “a scrap of paper,” feel that 
making an issue of the last remaining Constitutional 
provision other than the Second Amendment would be 
the height of hypocrisy and don’t want to risk opening 
the constitutional issues that Republicans have rode 
roughshod over.

If the Republicans can destroy habeas corpus and due 
process, violate both U.S. statutory and international 
law, ignore the separation of powers and create a 
Caesar, why can’t the Democrats run a non-citizen?

Why didn’t the Republican National Convention 
raise the issue about the Obama regime’s claim that 
the executive branch has the power to assassinate U.S. 
citizens without due process of law? No such power 
exists in the U.S. Constitution or in U.S. statutory 
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law. This gestapo police-state claim exists only as an 
assertion. Republicans ignored this most important of 
all issues because they support it.

Why didn’t the Democrat National Convention raise 
the issue that Republicans took us to wars based on 9/11 
assertions without ever conducting an investigation 
of 9/11? No qualified high-rise architect, structural 
engineer, physicist, chemist or national security expert 
believes a word of the U.S. government’s 9/11 story. 
Neither do the first responders who were on the scene, 
witnessed and experienced the event.

Many experts keep their opinions to themselves 
because otherwise the federal grants to their universities 
are over and done with or their architectural and 
engineering businesses are boycotted by so-called 
patriotic former clients.

Regardless of these risks, there are 1,700 architects 
and engineers who have sent a petition to Congress 
stating that they do not believe one word of the official 
explanation and demand a real investigation.

Why did neither party raise the question of how 
can the U.S. economy recover when corporations 
have off-shored millions of U.S. middle-class jobs, 
both manufacturing and professional service jobs. 
For at least a decade, the U.S. economy has been able 
to create only lowly paid, domestic, non-tradable 
(not exportable) service jobs, such as waitresses, 
bartenders and hospital orderlies.

Both parties talk total nonsense about jobs. The 
Republicans say they can create jobs by not taxing the 
rich. The Democrats say they can create jobs by financing 
jobs programs. The Republicans say Democrats’ jobs 
programs simply take money from business investments 
and give it to those who patronize bars and the drug 
trade. The Democrats say Republicans’ low-tax rates 
just subsidize yachts, exotic cars, private aircraft and 
$800,000 wrist watches for the one percent, most of 
which is produced abroad.

Neither political party will admit that when U.S. 
corporations offshore their production for U.S. markets, 
Americans are removed from the incomes associated 
with the production of the goods and services that they 
consume. Off-shoring is defended by both moronic 
political parties as “free trade.” In fact, off-shoring is 
the gift of what was U.S. GDP to China, India and the 
other countries where U.S. Corporations now locate 
their production that they sell to Americans. U.S. GDP 
goes down, the GDP of the countries who make the 
American goods sold to Americans goes up, and the 
idiot free market economists call the de-industrializing 
of America “free trade.”

As an intelligent economist–an oxymoron– would 
know, destroying consumer incomes by moving their 
jobs to other countries, leaves consumers without 
incomes to purchase the imported off-shored goods.

Neither American political party recognizes this 
disconnect. Neither party can afford to recognize it, 
as both parties are dependent on corporate campaign 
financing, and off-shoring boosts executive bonuses and 
share prices. A political party that opposes off-shoring 
of US jobs simply does not get financed.

So, the great “superpower,” the “indispensable 
nation,” the world hegemon, is going into an election, 
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and no one knows what are the stakes.
Why did not either political party ask: if 

Washington has demonized Iran, why did the 120 
countries that comprise the non-aligned movement 
convene in Iran last week?

Is Washington’s propaganda failing? Can Washington 
no longer convince the world that countries Washington 
wants to destroy are evil and must be destroyed?

If Washington’s propaganda is failing, the world rule 
of the hegemonic power will not succeed. As world rule 
is Washington’s goal, keeping with the neoconservative 
ideology, then Washington is failing and is not the 
superpower it pretends to be.

Most credible foreign policy experts, none of which 
either political party has, believe that Washington has 
thrown away U.S. “soft power” with its obvious lies, 
unjustified military attacks on seven Muslim countries 
and its encirclement of Russia with missile bases and of 
China with air, naval and troop bases.

In other words, Washington’s moral force no longer 
exists. All that exists is financial and military forces, 
and both will fail as they are insufficient.

Neither party asked why the U.S. is at war with 
Muslims for Israel. Why should Americans be losing 
lives and limbs for Israel while going broke and 
running up enormous war debts for our children and 
grandchildren? The answer from both parties is to 
blame the country’s bankruptcy on what Washington 
does for its own economically disenfranchised citizens. 
America’s financial problems are all the fault of Social 
Security, Medicaid, Medicare, food stamps, housing 
subsidies, Pell grants–any and every thing that gives a 
leg up to the non-one percent.

In short, the attitude of both parties is: if you are not 
the one percent, you are disposable.

Both Obamacare and the alternative Republican 
voucher program dispose of ill Americans who confront 
potentially terminable diseases. The American people 
and the ill no longer count; only the budget counts. 
Letting the elderly die sooner is cheaper. We can 
therefore afford more wars for hegemony and more tax 
cuts for the one percent.

Have any peoples in human history ever been less 
represented by their government and political parties 
than Americans?

The U.S. government represents Israel and the one to 
ten percent. Everyone else is disposable.

Regardless of which political party’s lever is pulled in 
November, every American who votes will be voting for 
Israel and for their own demise.

“THE AMERICAN 
PEOPLE AND THE ILL 
NO LONGER COUNT; 
ONLY THE BUDGET 
COUNTS. LETTING THE 
ELDERLY DIE SOONER 
IS CHEAPER. WE CAN 
THEREFORE AFFORD 
MORE WARS FOR 
HEGEMONY AND MORE 
TAX CUTS FOR THE ONE 
PERCENT.”

“...MEET THE 
NEW BOSS[ES] 
SAME AS THE 
OLD BOSS...”

- THE WHO
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US government 
arming against THE 

people
The Associated Press whitewashes the controversy over feds buying ammunition 

WRITTEN BY Paul Joseph Watson

The Associated Press has launched a whitewash of the recent controversy, which 
saw numerous different branches of the federal government purchase large 
quantities of ammunition, focusing on the Social Security Administration’s 
purchase of 174,000 bullets while completely ignoring a far larger purchase by 

the DHS that totaled more than 1.4 billion bullets.
In a story titled Social Security buys 174,000 hollow-point bullets; Internet bursts 

with conspiracy theories, which was carried by dozens of major newspapers, the 
AP quotes an August Infowars.com story that reported which reported on the SSA’s 
purchase of 174,000 rounds of hollow point bullets scheduled to be delivered to 41 
locations across the country.

“It’s not outlandish to suggest that the Social Security Administration is purchasing 
the bullets as part of preparations for civil unrest,” we wrote, making reference to 
a Department of Homeland Security drill earlier this year called Operation Shield, 
which included turning the entrance of a Florida Social Security office into a check-
point manned by Federal Protective Service officers armed with semiautomatic rifles.

The AP whitewash fails to mention the DHS exercise, which was geared towards 
protecting the Social Security office in the event of civil unrest.

According to the AP, “The episode illustrates what can happen when a seemingly 
salacious tidbit gets amplified and embellished on the Internet,” making reference to 
a Jay Leno skit in which the comedian asked, “What senior citizens are they worried 
about? I mean, who’s going to storm the building?”

However, the larger issue is the fact that the AP story attempts to build a strawman 

argument by focusing only on the SSA’s purchase of bullets and completely omitting 
the far more alarming fact that DHS has purchased over 1.4 billion—that’s BILLION 
with a B—bullets in the past few months alone.

In March, Homeland Security released a solicitation for 450 million rounds of 
.40-caliber hollow-point bullets, designed to expand upon entry and cause maximum 
organ damage, prompting questions as to why the DHS needed such a large amount of 
powerful bullets for merely training purposes.

This was followed by another DHS solicitation asking for an additional 750 million 
rounds of assorted bullets, including. 357 Magnum rounds capable of penetrating.

Although the ammunition purchases are ostensibly earmarked for training purposes, 
the DHS has been reticent to clarify why such an unusually large amount of rounds 
are necessary and why such powerful bullets are required merely for training drills.

This has led to speculation that the purchases are connected to confirmed 
preparations for civil unrest in the United States, a claim bolstered by the DHS’ 
purchase of riot gear.

The DHS also recently acquired a number of bullet-proof checkpoint booths that 
include ‘stop and go’ lights.

The Associated Press’ efforts to portray concern of unprecedented levels of ammuni-
tion buys on behalf of the federal government - most notably those by the DHS, whom 
the AP article refuses to acknowledge - as merely paranoia by Internet conspiracy 
theorists is a lazy attempt to downplay the   reality of the government’s preparations 
for civil unrest that we have documented on numerous occasions in the last five years.
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